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Username:  demo@sorex.eu

1.  Demo  access

Danger:

you  must  create  your  own  free  account.

Log  in  with  the  following  access  data :

We  are  offering  early  access  to  our  customers  so  you  can  get  an  overview  of  the  available  features  of  the  web  version.

RFID  chips  can  be  programmed  remotely  either  in  the  browser  in  combination  with  the  SMART  WiFi  card  programmer  

or  programmed  with  the  smartphone  app.  For  the  app,  however,  you  need  a  mobile  phone  with  NFC  function.

As  soon  as  you  want  to  manage  your  own  locks  in  your  account,  it  is  mandatory

necessary  to  connect  the  locks  to  gateways ,  as  these  are  the  interface  between  the  lock  (Bluetooth)  and  your  WLAN.

Attention:  Both  the  web  version  and  the  app  are  always  available  to  you  free  of  charge.  This  demo  version  is  only  for  

demonstration  purposes  to  test  the  existing  functions

Fingerprints  can  only  be  learned  on  site  using  the  app .  To  do  this,  your  finger  must  be  placed  on  the  sensor  on  the  

door  lock.

Password:  Sorexd3mo

before  you  decide  to  buy  the  locks.  Once  you  have  our  locks

Please  only  delete  users  you  have  created  yourself,  not  existing  ones!

To  do  this,  go  to  the  following  link:  

https://sorex.eu/sorex-smartlock-web
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2.  Initial  setup  of  the  locks  and  gateways

•  eKeys,  numeric  codes,  RFID  media  (with  optional  card  reader)  and

•  Read  battery  status  and  various  device  information

Edit  fingerprints

In  addition,  you  can  only  see  locks  in  the  web  interface  for  which  you  also  have  
admin  rights  to  make  changes.

•  Read  the  current  status  of  the  lock  (open  or  locked)

Once  you  have  completed  the  setup,  you  can  use  the  web  interface  to  perform  
the  following  actions:

•  Configure  the  lock  open  time

•  Train  eKeys,  numerical  codes  and  RFID  media  (with  optional  card  
reader)  on  several  locks  at  the  same  time  (incl.  time  profiles)

While  the  connection  to  the  locks  can  also  be  established  via  Bluetooth  via  the  
app ,  the  web  interface  can  only  be  connected  via  WLAN .  It  is  therefore  imperative  
to  connect  the  locks  to  gateways ,  as  these  are  the  interface  between  the  lock  
(Bluetooth)  and  your  WLAN.

•  Read  and  export  access  logs

•  Configure  pass-through  mode  (permanently  open  at  certain  times).

To  do  this,  please  install  the  app  on  your  smartphone  
(scan  in  the  QR  code  or  search  for  "SOREX  SmartLock")  
and  create  an  account.  Log  in  with  your  created  account  
and  set  up  all  locks  and  gateways  once .  Please  refer  to  

the  user  manual  for  detailed  instructions

•  Open  lock  remotely

of  the  respective  lock.

All  locks  (cylinders,  door  handles,  fittings,  etc..)  and  gateways  must  be  registered  in  advance

•  eKeys,  numeric  codes,  RFID  media  (with  optional  card  reader)  and

via  Bluetooth  via  the  smartphone  app  "SOREX  SmartLock" .

Delete  fingerprints
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3.  Service

On  the  start  page  you  can  see  your  lock  groups  (if  created)  on  the  far  left.  On  the  right  you  can  

see  your  already  added  and  configured  locks.  Via  the  groups  you  can  only  display  the  

respective  locks  of  this  group  or  via  "All"  you  can  see  all  locks.

Select  lock  in  app  ÿ  Settings  ÿ  Basics  ÿ  Lock  group

Open  the  page  sorex.eu/ sorex-smartlock-web  in  your  web  browser  and  log  in  with  your  access  
data .  You  can  use  the  same  access  data  here  that  you  use  to  log  in  to  the  app.  Please  note  

that  registration  is  only  possible  via  the  app

Attention:  In  the  web  interface  you  will  only  see  those  locks  for  which  you  also  have  admin  
rights.

Attention:  The  creation  or  assignment  of  groups  is  only  possible  via  the  app.

is  possible.

3.2.  Home  page

3.1.  Log  in
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In  addition,  there  are  various  functions  below  the  displays  just  mentioned.  You  can  also  

access  this  via  the  administration  page  of  the  castle.

If  you  still  want  to  manage  this  lock,  you  must  first  add  a  gateway  for  this  lock  via  the  smartphone  

app.

There  is  a  search  field  above  the  locks,  which  you  can  use  to  search  for  specific  locks.  In  

addition,  there  is  also  the  "Dispense  media"  button  here,  which  you  can  use  to  teach  in  RFID  
media,  see  3.3.3.3.  Teach  in  RFID  media

At  the  top  right  you  can  change  the  language  or  log  out  of  your  user  account.

Clicking  on  a  lock  will  take  you  to  that  lock's  administration  page.

For  each  lock  you  will  also  find  the  current  charge  level  of  the  batteries/accumulators  and  

information  as  to  whether  the  lock  is  connected  to  a  gateway  (small  WiFi  symbol  to  the  right  of  

the  battery  indicator).  If  the  lock  is  not  connected  to  a  gateway,  ie  the  small  WLAN  symbol  is  

missing ,  this  lock  cannot  currently  be  managed  via  the  web  interface .
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Show.

On  this  page  you  can  see  all  information  about  the  castle.  This  includes  the  name,  the  battery  status  
and  various  internal  lock  information.  In  addition,  various  functions  can  be

You  can  use  the  tabs  to  call  up  the  list  of  all  current  eKeys,  access  codes,  RFID  media,  fingerprints  

or  the  access  log  (“recordings”).  Depending  on  the  lock  type

various  tabs  hidden  (e.g.  if  the  lock  does  not  have  a  fingerprint  sensor

the  "Fingerprints"  tab  is  not  displayed).

call  up  and  list  all  users  already  created  anyway  a  list  of  the  access  log

You  will  then  see  the  following  information  in  the  list  of  users:  General  information  about  the  user,  when  

and  by  whom  the  user  was  created,  when  and  whether  access  is  valid.  You  can  also  delete  or  edit  users  

from  here  and  view  all  of  the  user's  accesses.
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You  can  create  the  following  user  types:

All  access  logs  of  the  lock  can  be  found  under  the  “Recordings”  tab .  Here  you  can  see  
which  user,  how  and  at  what  time  tried  to  open.  You  can  also  see  failed  openings,  for  

example  if  a  user  tried  to  open  outside  the  authorized  opening  period  or  an  invalid  numerical  

code  was  entered.

•  Numerical  code

•  RFID  media

•  eKey  (access  via  smartphone)

Fingerprints  can  only  be  added  via  the  app  as  you  need  to  be  present  at  the  device  to  swipe  

the  fingerprint.

3.3.2.  Access  Log/Records

3.3.3.  Create  new  user
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-  Button  to  select  additional  locks  on  which

Here  you  need  to  fill  out  the  following  information:

the  user  should  also  be  trained  with  the  same  data.  To  do  this,  click  on  the  button  and  then  

select  all  the  desired  locks.

You  can  create  the  user  by  clicking  on  "OK".

You  can  also  use  the

3.3.3.1.  Training  eKey  users  
You  can  train  a  new  eKey  user  using  the  "Send  eKey"  button.

•  Recipient  account  (e-mail  address  or  phone  number  of  the  user)  •  

Name  (name  of  the  user  in  the  backend)  •  Type  (time  profile)  o  Constant  

(Always)  o  Schedule  (From-To  date)  o  One-time  (Open  once,  then  

blocked )  o  Recurring  (daily/only  certain  days,  from-to  time,  from-

to  date)  •  Authorized  Admin  (users  should  have  admin  rights  

and  may  create  users  themselves)  •  Allow  remote  unlock  (may  

also  remotely  open  the  door  via  the  gateway )
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o  Delete  (Entering  this  code  will  delete  all  other  codes,  24h

3.3.3.2.  Teach  number  code

valid  from  creation)

the  user  should  also  be  trained  with  the  same  data.  To  do  this,  click  on  the

o  Schedule  (from-to  date)

o  One-time  (one-time  opening,  then  blocked)

•  Name  (name  of  the  user  in  the  backend)

You  can  also  use  the -  Button  to  select  additional  locks  on  which

•  Type  (time  profile)

o  Constantly  (Always)

You  can  learn  a  new  number  code  using  the  "Send  access  code"  button.

o  Recurring  (daily/only  certain  days,  from-to  time,  from-to  date)

Here  you  need  to  fill  out  the  following  information:

o  Custom  (Here  you  can  set  your  own  access  code,  the  other  options  will  generate  a  

random  code)
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Here  you  need  to  fill  out  the  following  information:

button  and  then  select  all  the  desired  locks.

•  Type  (time  profile)

•  Name  (name  of  the  user  in  the  backend)

To  learn  RFID  media,  first  connect  the  card  programming  device  (optionally  available)  to  your  computer  

via  USB.  Wait  a  while  until  Windows  has  installed  the  necessary  drivers  and  the  device  is  ready  to  use.  

You  can  then  learn  new  RFID  media  using  the  "Output  media"  button.

o  Schedule  (from-to  date)

3.3.3.3.  Teach  in  RFID  media

o  Constantly  (Always)

You  can  create  the  user  by  clicking  on  "OK".  Please  enter  the  newly  created  code  on  the  device  within  
24  hours.
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Under  "Select  an  existing  card"  you  can  select  cards  already  created  in  the  system.  This  saves  

you  having  to  read  in  the  card  again,  or  if  you  do  not  have  access  to  the  card,  you  can  easily  

assign  additional  access  rights  for  this  card.

If  you  do  not  select  an  existing  card,  you  must  place  the  card  on  the  card  reader  after  pressing  

"OK".

which  the  user  should  also  be  trained  with  the  same  data.  To  do  this,  click  on  the  button  and  

then  select  all  the  desired  locks.

You  can  also  use  the  above

You  can  create  the  user  by  pressing  “OK”.

As  soon  as  the  card  has  been  read  in,  the  card  number  will  be  displayed  and  transmitted  
to  the  lock.

-  Select  additional  locks  button  on
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3.3.4.  More  functions

To  do  this,  simply  click  on  "Send  SMS"  or  "Send  e-mail"  in  the  list  of  eKeys/number  codes.  Then  

enter  either  the  recipient's  phone  number  or  email  address.

You  can  use  the  "Remote  opening"  button  to  open  the  door  remotely .  The  lock  then  remains  

open  for  the  desired  opening  time.  See  3.3.4.3.  opening  time.

3.3.3.4.  Send  email/text

Alternatively,  you  can  also  copy  the  e-mail/SMS  text  and  send  it  via  your  own  provider.

If  you  send  an  e-mail  for  an  eKey  and  this  eKey  has  authorization  for  remote  opening  (via  

gateway),  there  will  be  an  additional  link  in  the  e-mail  with  which  the  lock  can  be  opened  without  

having  to  download  the  app.

3.3.4.1.  remote  opening

The  system  gives  you  the  option  of  sending  eKeys  by  email  and  numeric  codes  by  SMS  or  email  
to  users.  Please  note  that  you  must  first  purchase  credit  for  SMS/Emails.  See  3.4.1.  E-mail  and  
SMS  credit
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Note  that  pass-through  mode  is  not  activated  automatically .  You  must  be  unique

3.3.4.2.  pass  mode

Then  activate  the  through  mode,  configure  the  times  in  which  this  should  be  active  and  then  

confirm.

manually  perform  one  opening  per  day  within  the  passage  mode  period .  Only  then  is  the  

continuity  mode  activated  for  this  day.  At  the  end  of  the  period,  the  through  mode  ends  

automatically.

To  configure  the  pass  -through  mode,  first  press  the  "pass-through  mode"  button.
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You  will  find  your  e-mail  and  SMS  balance  in  the  top  right  corner  "Services".

3.3.4.3.  opening  time

should  stay.  You  can  choose  between  5,  10,  15,  30  or  60  seconds  or  enter  a  custom  number  of  seconds  

(between  5  and  900).

Here  you  can  see  your  current  credit  and  you  can  purchase  additional  credit  using  the  "Buy"  button.

You  can  use  the  "Automatic  lock"  button  to  set  the  opening  time  of  the  lock,  i.e.  the  length  of  time  the  lock  

is  open  after  it  has  been  opened

3.4.1.  E-mail  and  SMS  credit

3.4.  services
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